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PRIVACY POLICY- INTERNAL (CGPP0005) 

Purpose 

Premier Fresh Australia, together with all members of the PREMIER group of companies ("PREMIER", 

"we", "us" or "our"), are committed to providing the highest levels of customer service and 

endeavours to interact with all stakeholders including our staff, suppliers, customers, and the 

public in an honest, courteous, and professional manner. 

 

We respect the privacy of the personal information that is provided to us and manage that 

information in accordance with relevant laws, including the Privacy Act 1988 (Cth) (“the Act”) 

and the Australian Privacy Principles (APPs). PREMIER is committed to the protection of personal 

privacy and supports a work environment that abides by the Act and in particular the APPs. 

 

This Privacy Policy describes how we treat any personal information (including sensitive 

information) that we receive about PREMIER employees, directors, or contractors. The objective 

of this policy is to provide a fair, consistent and transparent guideline for handling personal 

information in a professional and ethical work environment that will ensure compliance with the 

Act. This policy does not limit or exclude any of your rights under the Act.  

 

Key definitions 

 

“Personal information” is information or an opinion about an identified individual, or an individual 

who is reasonably identifiable: 

 

• whether the information or opinion is true or not; and 

• whether the information or opinion is recorded in a material form or not. 

 

“Sensitive information” is personal information that includes information or an opinion about an 

individual’s racial or ethnic origin, political opinions or associations, religious or philosophical 

beliefs, trade union membership or associations, sexual orientation or practices, criminal record, 

health or genetic information or some aspects of biometric information. 

 

Scope 

This policy applies to PREMIER staff, contractors, and consultants of its controlled entities, being an 

entity where PREMIER holds over 50% of the share capital. Where PREMIER is involved in a non-

controlled joint venture or other similar arrangement where it does not hold a controlling interest, 

PREMIER will make available its policy and request that the non-controlled entity adopt the key 

principles as part of its own policy framework.  

 

Policy  

1. What information do we collect? 

PREMIER will collect and use personal information for lawful and relevant purposes only.  

The handling of your personal information by PREMIER, a private sector employer, is exempt from 

the Privacy Act if it is an employee record relating to you that is directly related to your current or 

former employment relationship. This means that PREMIER, as a private sector employer, does not 

need to comply with the APPs in the Privacy Act when it handles current and past employee 

records for information that is directly related to the employment relationship. This also means that 

an employer may not have to grant you access to your employee records under the Privacy Act.  
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The Privacy Act only applies to our handling of an employee record if the information is used for 

a purpose not directly related to the employment relationship.  

The collection of personal information shall be for purposes connected with PREMIER’s business 

operations to conduct our business functions and as required for your engagement as an 

employee, director, or contractor, or where required by law. Such personal information may 

include: 

• identifying information, such as your name, contact details, gender, date of birth and 

home address 

• name and details of emergency contacts 

• resumes, educational qualifications, and employment history 

• letters of offer, and employment contracts 

• health information provided directly, or through other channels  

• banking, tax, and superannuation details 

• cultural and linguistic background 

• citizenship and visa status 

• information contained in identification documents such as passport or driver's license 

• monitoring the use of PREMIER electronic devices and PREMIER email accounts 

• surveillance footage (for safety and security purposes) 

• information about your occupation and suitability for the role or relationship (including 

information provided during an employment or contractor application, such as criminal 

history); and 

• information about your performance in the role or relationship, including results of drug 

testing (if applicable). 

 

As a general principle, we will only collect personal information that is needed for the particular 

purpose the information is provided for. The personal information that PREMIER collects is held in 

accordance with the Act. 

2. Sources and manner of collection of personal information 

Subject to various limitations and exceptions as provided in the Act and APPs, personal 

information will be collected directly from you, including through the following means: 

• when you first apply to become an employee, director, or contractor 

• when you first commence an employment relationship with PREMIER or become a 

contractor of PREMIER 

• during your interactions and correspondence with PREMIER 

• through surveillance devices that may be situated on PREMIER’s premises; and 

• while conducting employee performance reviews or surveys. 

We generally do not collect sensitive information however may collect it from time to time (e.g., 

we may collect health information for sick leave purposes). When we do so we will collect it 

directly from you or where you give express consent to us collecting it from a third party unless this 

is unreasonable or impracticable in the circumstances.  

We may collect personal information about you from others where it is unreasonable or 

impracticable to collect personal information only from you. This will depend on the circumstances 

of the particular case. Considerations that may be relevant include: 

 

• whether you would reasonably expect personal information about you to be collected 

directly from you or from another source 

• the sensitivity of the personal information being collected 

• whether direct collection would jeopardise the purpose of collection or the integrity of the 

personal information collected 

• any privacy risk if the information is collected from another source; and 
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• where the time and cost involved of collecting directly from you is excessively 

burdensome. 

Examples of exemptions or where it may be unreasonable or impracticable to collect personal 

information only from you include (but are not limited to):  

• the information is publicly available 

• where you are under investigation 

• an official document that is mailed to you is “returned to the sender”, we may seek your 

updated contact details from another source 

• from suppliers of services to us (e.g., recruitment firms) or 

• information listed and available on social media channels, such as Facebook or LinkedIn. 

• The Act also provides for certain other limitations and exceptions. 

 

PREMIER will only collect personal information using fair and lawful means, that is, it does not 

involve intimidation or deception, and is not unreasonably intrusive. 

3. Where is this information stored? 

This information is stored either in hard copy/paper files or on our electronic databases. PREMIER 

takes reasonable steps to ensure that all personal information is stored securely and protected 

from misuse, loss and unauthorised access, modification, or disclosure. Only appropriate people 

within PREMIER are permitted to access, modify, or disclose this information. PREMIER take security 

measures to protect the personal information we hold which includes physical controls such as 

security passes to enter our offices, locked offices and storage of physical records in lockable 

cabinets as well as technological controls such as restriction of access, firewalls, the use of 

encryption, passwords and digital certificates. 

 

Personal information may be kept by us for as long as is required to fulfil the purposes we collected 

it for, or longer periods, if permitted by law or required to comply with PREMIER’s obligations, legal 

or otherwise (such as accounting or reporting requirements). PREMIER may destroy or delete the 

records where they are no longer needed or required to be kept by us. 

 

To determine the appropriate retention period for personal information, we consider the amount, 

nature, and sensitivity of the personal information, the potential risk of harm from unauthorised use 

or disclosure of your personal information, the purposes for which we process your personal 

information, whether we can achieve those purposes through other means and the applicable 

legal requirements. 

 

We may store personal information using a third-party service provider. PREMIER’s agreements 

with these service providers prohibit the information that PREMIER collects from individuals being 

used by the service providers in a way that PREMIER has not authorised. 

4. What do we use personal information for? 

We may use your personal information for a number of purposes connected with our business, 

including in the following ways: 

• for the purpose for which the information was specifically provided and managing that 

relationship 

• to verify your identity 

• to assist you to apply to become an employee, director or contractor 

• to interact and communicate with you 
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• to maintain and administer our records 

• to deal with your requests, enquiries or complaints 

• to comply with our legal obligations 

• to assess your work, suitability or performance 

• to manage and meet obligations in relation to our employees and contractors 

• for the operation and administration of our business 

• to perform drug and alcohol search testing, in accordance with our relevant policies; and 

• for other purposes for which you have given permission, or which is required or allowed by 

law. 

We may use surveillance footage and monitor the use of PREMIER electronic devices and systems, 

including PREMIER email accounts and instant messaging platforms, if required, for detecting and 

deterring inappropriate or criminal behaviour at our premises and to take appropriate action 

when such behaviour is identified, and monitoring and ensuring the safety and security of our 

customers, suppliers, staff, and property.  

 

Prior to using any personal information, PREMIER will take reasonable steps to ensure that, having 

regard to the purpose for which the information is proposed to be used, it is accurate, up to date, 

complete, relevant and not misleading. If any of your personal information changes, such as your 

address, contact details, emergency contact details, or bank account and tax details, please 

advise your manager promptly. 

 

5. Access to personal information 

You can request access to your personal information that Premier holds about you. For further 

information about accessing employee records under workplace laws, please contact the 

Human Resources Department, hrsupport@premierfresh.com.au, 103-107 Hyde Street Footscray, 

Victoria 3011, +613 9687 7725.  

6. Disclosure of information 

We may distribute or otherwise provide to third parties any information you supply to PREMIER or 

that we otherwise collect, for the purposes set out in this Privacy Policy (including section 4 above), 

where you consent, or as otherwise allowed or required by law. We may use or disclose personal 

information for a secondary purpose where it is reasonable to expect PREMIER to use or disclose 

the information for that secondary purpose, and: 

• if the information is sensitive information, the secondary purpose is directly related to the 

primary purpose of collection, or 

• if the information is not sensitive information, the secondary purpose is related to the 

primary purpose of collection. 

 

Any information you supply to us may be shared with and used by the following, where relevant 

to them: 

• medical and other insurers 

• superannuation fund trustees and administrators 

• government agencies requiring such information (e.g., the ATO) 

• related bodies corporate [refer section 13B of the Privacy Act] 

• our employees, directors, contractors, suppliers, and agents, where relevant to their role 

with us 

• our advisors and service providers (we require service providers to adhere to strict privacy 

guidelines and not to keep this information or use it for any unauthorised purpose) 

• a business that supports our services and products (e.g., a business that hosts or maintains 

our IT system, data centre or website) 

mailto:hrsupport@PREMIERFRESH.com.au
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• service providers commissioned to protect the rights, property or safety of PREMIER or 

others 

• any court, tribunal, or regulatory authority where disclosure is required or allowed by law; 

or 

• any other person authorised by you or by law. 

 

From time to time, some of your personal information may be disclosed, transferred, stored, 

processed or used overseas by us, or by third party service providers.  This may happen if:  

(a) our offices or related entities are overseas 

(b) we outsource certain activities overseas  

(c) transactions, information, services or products have an overseas connection, or 

(d) our computer systems are located overseas.   

You consent to the collection, use, storage, and processing of your personal information outside 

of Australia as set out in this Privacy Policy.   

In particular, your personal information may be disclosed to third parties outside of Australia to 

countries in which those parties or their, or our, computer systems may be located from time to 

time, where it may be used for the purposes described in this Privacy Policy.  In these 

circumstances, you consent to the collection, use, storage and processing of your personal 

information in those countries.   

7. Unique identifiers 

A unique identifier may be assigned to you where necessary for the efficient management of our 

business and relationships (e.g., a payroll number). PREMIER will take steps to ensure that the risk 

of misuse of any unique identifiers by any person is minimised.  

8. Review, access, correction, or complaints about a breach of privacy 

In accordance with your rights under and subject to this Privacy Policy and the Act, upon 

presentation of appropriate identification or authorisation, we will provide access to personal 

information we keep about you to determine what this information is and to correct the 

information if it is found to be inaccurate. Any request to undertake such a review should be made 

by contacting the Human Resources Department, using the details set out below. The right to 

access such information is subject to other provisions under the Act and APPs which may operate 

to modify, restrict, or decline such access. Generally, we do not deal with an anonymous or 

pseudonymous request for personal information. 

 

Similarly, if you have a complaint because you feel your privacy has been interfered with, as 

defined in the Act, please contact PREMIER’s Human Resources Department in the first instance. 

It would help us to most effectively understand your complaint and respond, if your complaint is 

provided in writing. We will investigate your queries and privacy complaints within a reasonable 

period of time depending on the complexity of the complaint. We will notify you of the outcome 

of our investigation. The Act provides further avenues of action/review if you feel your complaint 

has not been addressed by PREMIER.  

 

If a data breach occurs which has caused or may cause serious harm to you, PREMIER may notify 

you of this as soon as practicable, subject to any exceptions in the Act. 

 

PREMIER’s Chief People & Communications Officer has the role of ensuring that PREMIER complies 
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with the APPs, addressing any enquiries about privacy and personal information made under the 

Act and working with the Privacy Commissioner as required on any complaints about privacy. 

9. Policy Definitions and Explanations 

This policy document is not a transcript of the Act but a statement of policy by PREMIER as to how 

it will work to comply with the Act in respect of its employees and contractors. For more information 

about the Act and the APPs, you can: 

• Visit the Australian Information Commissioner and Privacy Commissioner’s website at 

https://www.oaic.gov.au 

• Contact the Office of the Australian Information Commissioner on 1300 363 992 or at 

https://www.oaic.gov.au/about-us/contact-us/ 

10. Contact information 

 

For any questions, comments, concerns or complaints regarding this Privacy Policy or our handling 

of your personal information, please contact, the Human Resources Department, 

hrsupport@premierfresh.com.au, 103-107 Hyde Street Footscray, Victoria 3011, +613 9687 7725.  

 

If there is concern reporting any matters regarding this Privacy Policy or our handling of your 

personal information to the Human Resources Department, the report should be made to 

PREMIER’s Disclosure Coordinator. The Disclosure Coordinator is provided with training as to how 

to receive and handle reports made under this policy. The Disclosure Coordinator is the General 

Manager Quality & Product Development. 

 

PREMIER’s Disclosure Coordinator can be contacted on the following details: 

Telephone: +61 3 9448 0635 or +61 408 148 686 

Email: faircall@premierfresh.com.au  

 

11. Review of this Policy  

This Policy will be reviewed at least every 2 years by the Audit Committee in consultation with the 

Chief Executive. PREMIER may revise and update this Privacy Policy from time to time. This Privacy 

Policy was issued/revised/adopted/approved as at the issue date detailed below. Any change 

applies from the date PREMIER posts the amended version to the intranet. 

12. Approval  

This Policy and Procedure was reviewed by the Audit Committee and approved by the Board on 

27th July 2023. 

 

13. Availability of the Policy and Related Documents 

This Policy will be made available on the PREMIER Sharepoint and a written copy will be available 

on request.  

https://www.oaic.gov.au/
https://www.oaic.gov.au/about-us/contact-us/
mailto:hrsupport@lpgroup.com.au
mailto:faircall@premierfresh.com.au

